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Attentions

1. Please keep devices away from strong magnetic field, high temperature,

wet environment;

Away from Away from

magnetic field high-temp

Prevent
moisture

2. Do not fall the device to the ground or make them get hard impact;

Handle
with care

3. Do not use wet cloth or volatile reagent to wipe the device;

"

Wipe
with care

4. Do not disassemble the devices.
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Chapter 1 Summary

The IP Router can be used as line or backbone coupler. It provides a data connection between the
upper KNXnet/IP line (main line or backbone) and the lower TP KNX bus line (sub line). The basic
functionality of the IP Router is to couple the Ethernet with one or more KNX-TP lines. The IP Router
features a galvanic isolation between the Ethernet and the KNX-TP line(s). Due to its flexibility the IP
Router can be used as a line coupler e.g. to connect several KNX TP lines via Ethernet. And it can be
used as a backbone coupler to connect several TP areas or different TP installation systems via

Ethernet.
The device supports the KNX Secure protocol (KNXnet/IP Security).

The main task of the IP Router is filtering the traffic according to the installation hierarchy. For

group oriented communication the traffic is filtered according to the built-in filter tables.

With the ETS or any other KNX compatible commissioning tool the IP Router can be used as the
programming interface. For this purpose the device provides up to 5 additional physical addresses that

can be used for IP tunneling. The IP Router has no KNX communication objects for itself.

The IP Router is a Tunneling and Routing device. These features are described in the following
sections in detail. It is able to use the Engineering Tool Software ETS (ETS5 or later) with a .knxprod file

to allocate the physical address and set the parameter.

The IP Router is a modular installation device. It can be installed in the distribution board on 35mm

mounting rails according to EN 60715.

This manual provides the technical information about the IP Router as well as assembly and
programming in detail for users, and explains how to use the interface device by the application

examples.

The device also does not support bus monitoring.
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1.1 Function overview

The IP Router has the follow functions:

The IP Router supports long messages up to 55 bytes.

The IP Router favorably replaces a line coupler or an area coupler. Using LAN as a fast medium to

exchange telegrams between lines and/or areas is the great advantage.

The IP Router works with no external power supply.

Providing tunneling protocols and a connection point for the ETS (or any other tool to enable
commissioning and monitoring) . Five parallel connections are possible, one separate address for

each and every connection.

ACK sending on sent out messages is ETS configurable

After no ACK response on a sent message the IP Router can repeat it up to three times. For
physically addressed or for group addressed telegrams this can be configured via ETS

independently. In case of an ACK response there will be no repetition.

The IP Router is featuring a high internal amount of communication buffers being capable of

smoothing peeks in the communication load course.

The IP Router supports KNXnet/IP, ARP, ICMP, IGMP, HTTP, UDP/IP, TCP/IP and DHCP.
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1.2 Tunneling

The presence of the Internet Protocol (IP) has led to the definition of KNXnet/IP. KNXnet/IP
provides the means for point-to-point connections like “KNXnet/IP Tunneling” for ETS and/or between a
supervisory system and a KNX installation.

The KNXnet/IP Device Management provides configuring KNXnet/IP devices via the KNX network

effectively. Additionally, with this the time required for network configurations is reduced.

1.3 Routing

Routing is the way of interconnecting KNX lines or areas via IP network(s) using KNXnet/IP. In IP

networks the KNXnet/IP Routing defines how KNXnet/IP routers communicate with each other.

1.4 KNX IP Routers

The IP Router is a KNX IP router. KNX IP routers are highly similar to TP line couplers. The only
exception is that they use the communication medium Ethernet as their main line. However, it is also

possible to integrate KNX end devices via IP directly. This makes the Ethernet a KNX medium.
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Chapter 2 Technical Data

Power supply Bus voltage

21-30V DC, via the KNX bus

Bus current

Bus consumption

<19.5mA, 24V; <15.5mA, 30V

<470mW

Connections KNX

Via bus connection terminal (Red/Black)

LAN

RJ45 socket for 100/10 Base-T

Operating and LAN LED

On: The network connect normally

display Flashing: The telegram traffic between
device and network
KNX LED On: The KNX bus connect normally
Flashing: The telegram traffic between KNX
bus and device
Programming LED and button  For assigning the physical address
Temperature Operation -5°C..+45°C
Storage -25°C...+55°C
Transport -25°C..+70°C
Ambient Humidity <93%, except dewing
Dimensions 36 mmx90 mmx64mm
Weight 0.1KG

Housing, colour  Plastic housing, beige

Design Modular installation device, on 35mm mounting rail
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Chapter 3 Dimension and Connection diagram

3.1 Dimension diagram

- 36.00mm =
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3.2 Connection diagram

L |

2

00 _—®

= &

- 64.00 mm >

(1 LAN LED ON, indicate that network connect
normally

LAN LED flashing, indicate that telegram traffic between
device and network

(2) KNXLED ON, indicate that KNX bus connect
normally

KNX LED flashing, indicate that telegram traffic between
KNX bus and device

(3) LAN connection

(® Programming LED, red LED ON for assignment of
physical address

(3) Programming button, to enter or exit the physical
address programming mode

Reset the device to the factory configuration: press the
programming button and hold for 4 seconds then
release, repeat the operation for 4 times, and the
interval between each operation is less than 3 seconds,
after this operation, It will reset and restart.

(6) KNX bus connection terminal
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Chapter 4 Planning and Application

4.1 KNX Telegrams in the IP Network

The IP Router sends telegrams from/to the KNX to/from the IP network in accordance with the
KNXnet/IP protocol specification. According to the default setting these telegrams are sent as
multicast telegrams to the multicast IP address 224.0.23.12 port 3671. The multicast IP address
224.0.23.12 is the defined address for the KNXnet/IP from the KNX Association in conjunction with the

IANA. This address of the device can not be changed. During commissioning, it is important to note:

® All KNX IP devices that are intended to communicate with each other via IP network must have

the same IP multicast address

® IGMP (Internet Group Management Protocol) is used for the IP configuration to establish

multicast group memberships

® If the IP address is changed from the IP side, it may sometimes happen that the ETS does not
recognize the device anymore and the connection can no longer be established (tunneling uses IP

address). As a precaution, always run a restart or change the address from the TP side
® Please ask your administrator if problems occur for the IP Address assignment

® According to the topology, the additional physical addresses (for tunnelling) always have to be
assigned in the range of sub line addresses. For more information about the IP tunneling

addresses please refer to Chapter 6.

® If a KNX/USB or KNX/IP interface is used to program a device of another line connected to a KNX

IP Router, you should pay close attention to have the correct topology!
4.2 The IP Router in a Network Installation

In a network installation the IP Router can either be used as a KNX area coupler or as a KNX line

coupler.
4.3 The IP Router as an Area Coupler

The IP Router can replace an area coupler in a KNX network. For this purpose it must receive the
physical address of an area coupler (X.0.0, 1=X<15). In the ETS up to 15 areas can be defined with area

couplers.
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4.4 The IP Router in a Mixed System

If it is necessary in a KNX system to use the IP Router at one point as an area coupler, e.g. office or
home complex, and at another point as a line coupler, e.g. a remote underground garage or a pool; this
is possible. It is only necessary to ensure that the IP Router used as a line coupler uses a line coupler
address from a free addressing area. The following picture best illustrates the topology with IP Router
routers as area and/or line couplers. Special attention needs to be paid that if a IP Router area coupler
with address “1.0.0” already exists in the installation, no other IP Router line coupler (or any other KNX
IP router) with address “1.X.0, 1sX<15" is allowed to be used in that network, and of course vice versa, if
a IP Router line coupler with address “1.1.0” already exists in the installation, no other IP Router area

coupler (or any other KNX IP router) with address “1.0.0” is allowed to be used in that network.

A direct connection between two IP Routers is possible as well. In this case, the auto IP will assign
each IP Router an IP address and the two IP Routers will communicate over either a normal or a

crossed network cable.

Ethemet
> * > >
P-L
100 |
IP-L IP-L IP-L
IP Router 1%.0 310 200
KNX-L 1P Router
AC R IP Router IP-L: Backbone (IP) line
KNX-L KNX-L KNX-L
I ! LC LC AC
ML ML . KNX-L: KNX line
a The IP Router with address

1.1.0 12.0

LC LC 1.X.0 is not ailowed in this KNX Device || KNX Device
installation AC: Area Coupler
SL SL
KNX Device [ KINX Device LC: Line Coupler
KIMNX Device KMNX Device
KNX Device KNX Device ML: Main line
KNX Device KNX Device
SL: Subline
KNX Device KNX Device May 255 Davices Max 255 Devicas
Max 255 Devices  Mayx 255 Devices

Mixed system
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4.5 The IP Router as a Line Coupler

The IP Router of a KNX network can assume the functionality of a line coupler. For this purpose it
must have the physical address of a line coupler (X.Y.0, 1sX & Y <15). In the ETS up to 225 lines can be

defined (from 1.1.0 to 15.15.0).

When the coupler receives telegrams (for example during commissioning) that use physical
addresses as destination addresses, it compares the physical addresses of the receiver with its own

physical address and then decides whether it has to route the telegrams or not.

Due to telegrams with group addresses the coupler reacts in accordance with its parameter
settings. During normal operation (default setting), the coupler only routes those telegrams whose

group addresses have been entered in its filter table.

If the coupler routes a telegram and does not receive an acknowledgement, or if a bus device
discovers a transmission error, the coupler repeats the telegram up to three times (depending on the
corresponding parameter that is set to the device through the last ETS download). With the parameters
"Repetitions if ...telegram”, this repeat behaviour can be set. These parameters should stay with the

default setting.
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Chapter 5 Parameter setting description in the ETS

5.1 Parameter window “General”

Parameter window “General” is shown in fig. 5.1.1. The device information,including company

name, project name,DNS server can be set here.

-.-.- IP Router with Secure > General

General Company Mame (30 char.)

Routing (KNX -> LAN) Project Name (30 char.)

DMS server 8.8.8.8
Routing (LAM -= KNX)

IP Settings

Configuration in ETS windows-»Properties<-

Settings--=MName

Cevice name: Device--=Properties--=

IP addresszes: Device-->Properties--=IF

Fig 5.1.1 “General” parameter window

This parameter is used to set the company name the device belongs to. Maximum 30 characters

can be input.

This parameter is used to set the project name the device belongs to. Maximum 30 characters can

be input.

This parameter is used to set the DNS server address.

IP settings

Configuration in ETS windows-->Properties

Configure the IP parameters of the IP device in the properties window of ETS.

Device name: Device-->Properties-->Settings-->Name

The device name can be entered in the Settings Properties window. The device name loaded into

the device can be changed in the Name field, as shown in Figure5.1.2 below.
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The device name is used for identification of the device on the LAN. For example, the installation
location can be identified by the names assigned to the devices, e.g. IP Router, hall, etc
Note: Only the first 30 characters of the device name are loaded into the device; the rest is

truncated.

£i Properties >
i
SO
e

Settings

P Comm... Inform...

Name

Individual Address

Description

Last Modified 6/28/2023 5:55 PM
Last Downloaded -

Serial Number

Secure Commissioning
W Activated -

BE Add Device Certificate

Secure Tunneling
Deactivated >

Status
Unknown -

Fig. 5.1.2 Settings
IP addresses: Device-->Properties-->IP
The IP address can be defined in the IP Properties window, as shown in Figure 5.1.3 below.

The following options are available for setting the IP address:

Options:
Obtain an IP address automatically

Use a static IP address
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£il Properties £il Properties
0 @ | @ B 5 @
Settings Commen... Informat... Settings IP Commen... Informat...

(O Obtain an IP address avtomatically

Use a static IP address

Obtain an IP address automatically

) Use a static IP address

MAC Address IP Address
Unknown 255.255.255.255
Multicast Address Subnet Mask
22402312 255255255255

¥ Commissioning Password

Default Gateway

Q5:3e"Yp 255.255.255.255
ood MAC Address
' Authentication Code Unknown
1595<5G Multicast Address
22402312

¥ Commissioning Password

Q9:3e"Yp

W Authentication Cade
j5q5<5G

Fig. 5.1.3 1P
Obtain an IP address automatically: In the default setting the IP Router with Secure expects the
assignment of an IP address by a DHCP (dynamic host configuration protocol) server. This server
responds to a request by assigning a free IP address to the device. If a DHCP server is not available in

the network, the device will be inaccessible.

Use a static IP address: If no DHCP server is installed on the network or if the IP address should
remain the same, it can be assigned as static. When assigning static IP addresses, ensure that each
device receives a different IP address, and also configure the matching subnet mask and default
gateway.

The MAC address is read from the device after a download

The multicast address is only displayed here, 224.0.23.12, it can not be changed.

The commissioning password and the authentication code are only visible when KNX Secure is

activated, and are required for IP tunneling connections.
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5.2 Parameter window “Routing (KNX->LAN)”

-.-.- IP Router with Secure > Routing (KNX -= LAN)

fa—

General Group telegrams {main groups 0..13) Filter
Routing (KNX -> LAN) Group telegrams {main groups 14..31) Filter
b " £

ifer -

Physical telegrams
Routing (LAM -= XNX)
Broadcast telegrams Block O Route

Acknowledge (ACK) of group telegrams @ Only if routed Always

Acknowledge (ACK) of physical telegrams @' Only if routed Always

Fig. 5.2 Parameter window “Routing(KNX->LAN)"

This parameter defines whether the telegrams with group addresses of the main groups 0 to 13

are filtered, routed or blocked. Options:

Block
Route

Filter
Block: No Group telegrams (main group 0...13) are routed to LAN.

Route: All Group telegrams (main group 0...13) are routed to LAN.

Filter: Group telegrams (main group 0..13) are routed to LAN if entered in the filter table.

This parameter defines whether the telegrams with group addresses of the main groups 14 to 31
are filtered, routed or blocked. Options:

Block
Route

Filter
Block: No Group telegrams (main group 14...31) are routed to LAN.
Route: All Group telegrams (main group 14...31) are routed to LAN.

Filter: Group telegrams (main group 14...31) are routed to LAN if entered in the filter table.
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This parameter defines whether physically addressed telegrams are filtered, routed or blocked.
Options:
Block
Route
Filter
Block: No physical telegram is routed to LAN.
Route: All physical telegrams are routed to LAN.

Filter: Only physical telegrams are routed to LAN based on the physical address.

Note: The parameter “Route” for Group telegrams and Physical telegrams is intended only for

testing purposes and should not be set for normal operation.

This parameter defines whether Broadcast telegrams are routed or blocked. Options:

Block
Route
Block: No received broadcast telegrams are routed to LAN. With this setting it is not possible to
send broadcast telegrams from a line of a lower level than the IP Router to another line, e.g. during

programming.

Route: All received broadcast telegrams are routed to LAN.

This parameter defines whether the IP Router is to acknowledge group telegrams with a telegram.
Options:
Only if routed
Always
Only if routed: A acknowledge is only generated for received group telegrams (from KNX) if they

are routed to LAN.

Always: A acknowledge is generated for every received group telegram (from KNX).
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This parameter defines whether the IP Router is to acknowledge physical telegrams with a

telegram. Options:

Only if routed

Always

Only if routed: A acknowledge is only generated for received physical telegrams (from KNX) if they

are routed to LAN.

Always: A acknowledge is generated for every received physical telegram (from KNX).

5.3 Parameter window “Routing (LAN->KNX)”

-.-.- IP Router with Secure > Routing (LAN -> KNX)

General Group telegrams (main groups 0..13) Filter >
Routing (KNX -> LAN) Group telegrams (main groups 14..31) Filter -

Physical telegrams Filter b
Routing (LAN -> KNX)

Broadcast telegrams Block @ Route

Repetition of group telegrams Disable © Enable

Repetition of physical telegrams Disable @ Enable

Repetition of broadcast telegrams Disable @ Enable

Fig. 5.3 Parameter window “Routing(LAN->KNX)”

This parameter defines whether the telegrams with group addresses of the main groups 0 to 13

are filtered, routed or blocked. Options:
Block
Route
Filter
Block: No Group telegrams (main group 0...13) are routed to KNX.
Route: All Group telegrams (main group 0...13) are routed to KNX.

Filter: Group telegrams (main group 0..13) are routed to KNX if entered in the filter table.

10
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This parameter defines whether the telegrams with group addresses of the main groups 14 to 31
are filtered, routed or blocked. Options:
Block
Route
Filter
Block: No Group telegrams (main group 14...31) are routed to KNX.

Route: All Group telegrams (main group 14...31) are routed to KNX.

This parameter defines whether physically addressed telegrams are filtered, routed or blocked.

Options:
Block
Route

Filter
Block: No physical telegram is routed to KNX.
Route: All physical telegrams are routed to KNX.

Filter: Only physical telegrams are routed to KNX based on the physical address.

Note: The parameter “Route” for Group telegrams and Physical telegrams is intended only for

testing purposes and should not be set for normal operation.

This parameter defines whether Broadcast telegrams are routed or blocked. Options:

Block

Route

Block: No received broadcast telegrams are routed to KNX. With this setting it is not possible to
send broadcast telegrams from a line of a lower level than the IP Router to another line, e.g. during

programming.

11
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Route: All received broadcast telegrams are routed to KNX.

This parameter defines whether the received group telegrams are re-sent in case of a fault (e.g.
due to missing receiver). Options:
Disable

Enable

Disable: The received group telegram is not re-sent to KNX in case of a fault.

Enable: The received group telegram is re-sent up to three times in case of a fault.

This parameter defines whether the received physical telegrams are re-sent in case of a fault (e.g.
due to missing receiver). Options:
Disable

Enable

Disable: The received physical telegram is not re-sent to KNX in case of a fault.

Enable: The received physical telegram is re-sent up to three times in case of a fault.

This parameter defines whether the received broadcast telegrams are re-sent in case of a fault (e.g.

due to missing receiver). Options:

Disable

Enable
Disable: The received broadcast telegram is not re-sent to KNX in case of a fault.

Enable: The received broadcast telegram is re-sent up to three times in case of a fault.

12
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5.4 Use of the integrated tunneling servers

The IP Router with Secure offers 5 additional physical addresses, which can be used for a
tunneling connection, shown in fig. 5.4.1. These so-called tunneling servers can be used with the ETS
as a programming interface or with another visual display client, with smartphone, with tablet, with bus

tool etc.

4 "M 1.1.0 IP Router with Secure

1.1.1 KNXnet/IP tunneling interface
1.1.2 KNXnet/IP tunneling interface
1.1.3 KNXnet/IP tunneling interface
1.1.4 KNXnet/IP tunneling interface

=FEEE

1.1.5 KNXnet/IP tunneling interface

Fig.5.4.1 Tunneling
The physical address of each tunneling connection can be changed in the setting property window,

and their physical addresses must fit the topology.

In ETS, the first five free addresses in the line are assigned automatically after the device has

been inserted into a line. This is a property of the ETS and cannot be changed.
The addresses will be available in the device after the first download.

If this is not desired, the setting can be changed manually in the Properties window via activated
the Park, shown in fig. 5.4.2. This tunnel will receive the address 15.15.255 after download. If the option
Park is selected for all tunneling servers, all tunneling servers will be assigned the address 15.15.255.

(15.15.255 is the default address for devices with no physical address assigned)

Devices ~ A O X

£ Properties >
XK Delet= t Download | ~ Help # Highlight Changes Cefault Paramsters  Grant Customer Access ik g @
,,,,,
@l i - Settings Comm... Infarm...
[ Dievices 1.1.0 IP Router with Secure > General o
[ Dynamic Folders Name
4 {31.1.0 IP Router with Secure General Company Name (30 char.)
4110 KNXnet/IP tunneling interface . Inglivichermi-FTiaTe
: = Routing (KNX => LAN) Project Name (30 char.)
cta 1.1.2 KNXnet/IP tunneling interface
: DNS server 255.255.255.0
b 1.1.3 KNXnet/IP tunneling interface Routing (LAN -» KNX) Description

s 1.1.4 KN¥net/IP tunneling interface

s 1.1.5 KNXnet/IP tunneling interface

Fig.5.4.2 Setting - Park

In addition, the tunneling servers can also be encrypted with KNX Secure. First activate Secure
Commissioning, and then activate Secure Tunneling, as shown in Figure 5.4.3. After activating Secure

13
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Tunneling, the password for each Tunneling connection can be set in ETS, as shown in Figure 5.4.4, and

users can change this password as needed.

Devices ~ SIS . Properties >
X Deiete ¥ Download | ~ Helo A Highlight Changes Default Parameters  Grant Customer Access Y E @
it - Sett. P Co. Info
Eljeres 1.1.0 IP Router with Secure > General
[5 Dynamic Folders Name
4 "W 1.0 1P Router with Secure General Company Name (30 char.) 1P Router with Secure
s 1.1.1 KNXnet/IP tunneling interface ; Individual Address
& i
N Routing (CHX-» LAN) Project Name (30 char.) - <
e 1.1.2 KNXnet/IP tunneling interface A, o . 2k
DNS server 255.255.255.0
ek 1.1.3 KNXnet/IP tunneling interface Routing (LAN -> KNX) Description

1,14 KNXnet/IP tunneling interface

efls 1.1.5 KNXnet/IP tunneling interface

Last Modified 2023/7/312:07
Last Downloaded 2023/7/3 1114
Serial Number 0085:2A150217

ecure Commissioning

W Activated 1 %

d Device Certificate

Sex

Status
Unknown -

Fig.5.4.3 Setting - Secure activated

Devices + ABESEE S =i Properties >
K Delete W Download | ~ He Highlight Changes Ciefa Grant Customer Access |_—V| @
i - Se C Inf 5
[ Devicrs 1.1,0 IP Router with Secure > General e
[ Dynamic Felders Name
4 g 11,019 Router with Secure General Company Name (30 char)
- 1.1.1 KNnet/IP tunneling interface o Project Name (30 char) Individual Address
o Routing (KNX -» LAN) - P | s
ok 1.1.2 KNXnet/IP tunneling interface a, B ar
DINS server 255.255.255.0
ok 1.1.3 KNXnet/IP tunneling interface Routing (LAN -> KNX) Description

b 1.1.4 KNXnet/IP tunneling interface

s 1.1.5 KNXnet/IP tunneling interface

Fig.5.4.4 Setting - tunneling password
If a project password is not assigned to the project, ETS will prompt to assign a project password
when activate Secure Commissioning , as shown in Figure 5.4.5 below. In other words, you must set a

project password for the project, otherwise the Secure Commissioning cannot be activated.

(M Set Project Password

To ensure secure communication, you must provide your
project with a password so the stored keys in the project are
protected. Select Cancel to use not security at the IP Backbone
in this project,

A good password should consist of at least eight characters,
at least one number, one uppercase letter, one lowercase
letter, and have a special character.

Mew Password

Confirm Password

Cancel

Fig.5.4.5 Set project password

14



GVS K-BUS® KkNX/EIB KNX IP Router

5.5 KNX Secure

The IP Router with Secure is a KNX device according to the KNX Secure standard. In other words,
the device can run in secure mode, and the tunneling connection are encrypted.
Therefore, the following information must be taken into account during device commissioning:
<> It is essential to assign a project password as soon as a KNX Secure device is imported into a

project. This will protect the project against unauthorized access.

The password must be kept in a safe place — access to the project is not possible without it (not

even the KNX Association or device manufacturer will be able to access it)!
Without the project password, the commissioning key will not be able to be imported.

% A commissioning key is required when commissioning a KNX Secure device (first download).
This key (FDSK = Factory Default Setup Key) is included on a sticker on the side of the device, and it
must be imported into the ETS prior to the first download.

< On the first download of the device, a window pops up in the ETS to prompt the user to enter
the key, as shown in Figure 5.5.1 below. The certificate can also be read from the device using a QR
scanner (recommended).
_
E‘ Bl Add Device Certificate
: K-

This device is configured for secure commissioning but its device certificate is missing.
If you do not have access to this information now, you can either skip the download or
deactivate secure commissioning by selecting "Plain”,

1. No camera found!

Plain Skip download | |

Fig.5.5.1 Add Device Certificate window

< Alternatively, the certificates of all Secure devices can be entered in the ETS beforehand. This

is done on the “Security” tab on the project overview page, as shown in Figure 5.5.2 below.

The certificates can be also added to the selected device in the project, as shown in Figure 5.5.3.
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= - —
= LY KR

Overview Bus Catalogs Settings

Projects = Archive ETS Inside

IP Router with Secure Import Date: 2023/6/15 1631 Last Modified: 2023,7/3 1323 Totals
i £

+ 7 Details o Praject Files
Name Las
P Router with Secure 2. Bwport

= e . Export Keyring
Test Project KNX Universal Dimming Actuator 202304 202
Test Project IP Router with Secure 20230414-1815 202 Device Certificates
Push Buttan Sensor with LCDS5mm V12 202 C
DA% S5 352 Serial Number &  Factory Key (FDSK) Device

2A1503 23BOBSTFICFDAFCE g 10 P Router with See
ST B Vo ATD spp  OUBS2AISO3T  E230BDESTFICFDAFCIBTODARSITIENIO 110 IP Router with Secure
KNX Smart Touch S7 20230530-V10 202
Fig. 5.5.2 Add Device Certificate in overview
Devices ¥ RN =i Properties 3
X Delete W Download | * Highlight Changes  Dsfault Paramsters  Grant Customer Access % —
o o 0
i - Sett. 13 Co... Inf
(] Devices 110 IP Router with Secure > General ™ i

[ Dynamic Folders Name

4 "M 1.1.0 P Router with Secure General Company Name (30 char.) 1P Router with Secure

s 1.1.1 KNXnet/IP tunneling interface Individual Address
11 o5 Park

» p Routing (KNX —> LAN) Project Name (30 char)
<k 1.1.2 KN¥net/IP tunneling interface

DNS server 255.255.255.0
ks 1.1.3 KNXnet/IP tunneling interface Routing (LAN -> KNX) Description
bk 1.1.4 KNXnet/IP tunneling interface

el 1.1.5 KNXnet/IP tunneling interface

Last Modified 2023/7/3 1207
Last Downloaded 2023/7/3 1114
Serial Number 0085:2A150317

Secure Commissioning

W Activated X

Fig. 5.5.3 Add Device Certificate in project
<~ FDSK sticker is applied on the device.

Without the FDSK, it will no longer be possible to operate the device in KNX Secure mode after a
reset.

The FDSK is required only for initial commissioning. After entering the initial FDSK, the ETS will
assign a new key, as shown in Figure 5.5.4 below.

The FDSK will be required again only if the device was reset to its factory settings (e.qg. If the device

is to be used in a different ETS project).

E|__ E! Adding Device Certificate {__ : -" }"-

[=]
This device supparts secure commissioning. ) >, ' i = B
gayvou have the certificate of the device available, you can scan the QR code or enter it I E FDSK . aﬁas : 251 1 3329

2o ACCSKE-IAFENR-
45 RDIEPD-GEA7Q4-
ACCSKE - IAFENR - RDIEPD - GEATQ4 - O2HWO JeGsss] |/ == DEHVVO_'EGSSS?

H No camera found!

Serial Number 0085:25110029
Factory Key  1B188D0478CC407ELCTH8FIABBE604RE

oK Cancel

Fig. 5.5.4 Adding Device Certificate window
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Example:

If this application in the project needs to be tried with another device, it is no longer the original
device. When the application is downloaded to a new device, the following prompt will appear on the
left of figure 5.5.5, click yes, the Add Device Certificate window will appear, then enter the initial FDSK
of the new device, and you need to reset the device to the factory settings (it is not required if the
device is still factory default; If it has been used, it will be required to reset, otherwise the following error
message will appear on the right of figure 5.5.5), and then the device can be successfully downloaded
again.

@1.1.8 Push button sensor Plus with Sec...
Device is secured with a key not known..,

I ] If you are sure you opened the comect..
o Download : et )

The device in the programming mode is not  ~
the same as the device previously
programmed with address 1.1.8. If the device

you can get access again by
performing a factory reset on
the device according to the
preduct documentation

(5]

Yes N
E

Fig. 5.5.5 Example

Whether the device is replaced in the same project, or the device is replaced in a different project,

the processing is similar: Reset the device to the factory settings, then reassign the FDSK.

After the device is downloaded successfully, the label Add Device Certificate turns gray, indicating

that the key for this device has been assigned successfully, as shown in Figure 5.5.6 below.

¥ Secure Commissicning
?
W Activated b
Secure Tunneling
- Deactivated o
Status
Fig. 5.5.6
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ETS generates and manages keys:

Keys and passwords can be exported as needed to the use of security keys outside of the

associated ETS projects, e.qg. if a client would like to access one of the tunnels. As shown in Figure

5.5.7 below, the file extension is .knxkeys.

Test Secure demo Import Date: 2022/4/27 1643  Last Mc
Details Security Project Log Project Files

Export
I I Export Keyring

Device Certificates

=+ Add

Serial Number #  Factory Key (FDSK) Device
0085:25080001  F25370641BEC1AAFFO737BDEOFIZ2CEE

0083:25090002 65175BEDTABE206A36BABE2A64B9350C 1.1.8 Push button sensor Plus with Secure, 1/2/3/4gang

0085:25110029 1818800478CCA0TELCTEEFSABEEE04EE  LLLIP Interface with Secure

Fig. 5.5.7

5.6 ETS bus configuration interface

Generally, after obtaining the device,to make the device work normally, we first need to configure
the device with reasonable parameters and physical addresses in the ETS. The configuration of IP
parameters should be defined according to the network environment, and the physical address of the

device is defined according to the topology of the KNX system. After completing the configuration,

download it to the device.

When IP router work normally, it can view the IP address, physical address, port number and other

information of the device, as shown in Fig.5.6.1 below.
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Curre| a 1
Current Interface & |P Tunneling

1. 1.1.0IP Router with Secure N
= Individual Address: 11.2 ame
IP Router with Secure

4 Configured Interfaces =+ Add & import. X, Export

Host Individual Address

4 Discovered Interfaces gil0
i Individual Address
b 110 IP Router with Secure 192.168.150.244:3671 1CB7-76:91:13:01
112 Address free?

15.15.10 |P Secure-b6#6F 192.168.151.181:3671 1CBT:76:9110:9A

IP Address

KNX USB Interface (Video-5tar)

192.168.150.244

o

%’ KMNX USB Interface {Video-Star)
Port

|-

Realtek PCle GbE Family Controller 224.0.23.12 T4:86:E2:3CACOE 1671

MAC Address
1C:87:76:91:13:01

Fig.5.6.1 ETS bus configuration interface

ETS with IP connection example( the IP router is similar with IP interface):

The whole process is shown in Figure 5.6.2 below. Select the IP device, select one of the Tunneling
(such as physical address 1.1.2), click “Test”, the commissioning password and authentication code
input window will pop up (the password and authentication code can be viewed in the device property
window in the project), enter the password and authentication code. After click “OK”, the word Ok will

appear next to the “Test” button, and then click “Select” to connect.

Current Interface @ <& [P Tunneling

. L111PInterface with Secure Mo
Individual Address: 7
1P Interface with Secure
4 Configured Interfaces 4 Add L import. X Export..

Host Individual Address
e HEE 0.0.00:3671 111
4 Discovered Interfaces Indiviclal address
b 110 GDF407 [PRouter 192.168.127.33:3671 1C:87:76:91:10:9D
IP Address
ol 15152 1P Interface Secure N 148/23  192.168.195.67:3671 (00:0E:BC:00:B%:FB
192.168.192.241
4 1111PInterface with Secure 192.168.192.241:3671 1C:87:76:91:10:A0 .
ort
Q KNX USB Interface (Video-Star) 3671
Q KNX USB Interface {(Video-Star) MAC Address
BB  PRealtek PCle GBE Family Controller  224.0.23.12 40:80:5C9A10ET 1C:87:76:91:10:A0
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Zi| Properties
Current Interface @ & P Tunneling G
111 1P Interface with Secure e | = =)
Individus! Adgrass: 2 Hame il =
. Settings P Comme.. Informa.
IP Interface with Secure
4 c vdd &, Tmport Export..
COHfIg H rEd Interfa i = £ - Haost Individual Address Obtain an IP address automatically
x
3 111 © Use a static IP address
This connection is secured
Plea i T ks Individual address 1P Address
Comm g Password 13 - 192.168.192.241
0:9D
1P Address Subnet Mask
Authentication Code (optional) &Fe TR R 2332552480
GSSCX"H o ) 0:AD Default Gateway
b 192.168.192.2
Ho7k MAC Address
1C:87:.76:91:10:40
oK Cancel MAC Address
= e e o sy s eemeeonse s O:E7 1C:87:76:01:10:A0 Multicast Address
22402312

W Commissioning Password

W Authentication Code

Current Interface @ <& IP Tunneling

4. 1L1IPInterface with Secure i
Individual Address: 1.1.2 i
1P Interface with Secure

4 Configured Interfaces =4 Add X Import. & Export
Host Individual Address

U= 00.00:3671 111
4 Discovered Interfaces Andiyidal Ardress

112 Address free?
oL 11.0 GDFA0T 1PRouter 192.168.127333671 1C87:7691:108D

1P Address
b 151521P nterface Secure N 1. 192.168195873671 0C:0E8C:00BI:FE

192.168.192.241
ol L11MPInterface with Secure  192168.192.24136.. 1C87:7691:10:40

Port
@& KNX USB Interface (Video-Star) -

& KNX USB Interface (Video-Star) MAC Add
ress

BB Realtek PCle GBE Family Contro.. 224.0.23.12 40:8D:5C:9A:10:E7 1C:87:76:91:10:A0

@ m

Fig. 5.6.2 IP tunneling connection
In Figure 5.6.2, if Secure Tunneling is not activated, , the commissioning password and
authentication code are not required when the device is connected as an interface; if Secure Tunneling
is activated, ETS will prompt you to enter the commissioning password and authentication code when

connecting.

The IP Router can be reset to its factory settings if necessary, see chapter 6, Factory setting

Note: Any USB interface used for programming a KNX Secure device must support “long frames”.

Otherwise ETS will report a download failure information.
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Chapter 6 Factory setting

The IP Router is delivered with the following default factory settings:

Physical address

15.15.0

Physical address for IP tunneling connections

15.15.241
15.15.242
15.15.243
15.15.244
15.15.245

IP configuration

IP address assignment

IP routing multicast address

Fixed for 192.168.2.200

224.0.23.12

Routing (KNX->LAN)

Group telegrams (main group 0...13)

Group telegrams (main group 14...31)

Physical telegrams
Broadcast telegrams
Acknowledge(ACK) of group telegrams

Acknowledge(ACK) of physical telegrams

Filter (Filter table is empty)

Filter

Filter
Route
Only if routed

Only if routed

Routing (LAN->KNX)

Group telegrams (main group 0...13)
Group telegrams (main group 14...31)
Physical telegrams

Broadcast telegrams

Repetition if group telegrams
Repetition if physical telegrams

Repetition if broadcast telegrams

Filter (Filter table is empty)
Filter
Filter
Route
Enabled
Enabled

Enabled

Please note that the factory state of the IP router: It does block all telegrams because the filter
table is not defined.
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